T1583 Access to Cloud Infrastructure or MEC

Description: An adversary may purchase access to cloud infrastructure or Multi-access Edge Computing (MEC) resources that will also be hosting the operator’s infrastructure.

Mobile Network Operators are looking to commercial cloud and MEC providers to deploy 5G Core and RAN functions. Similar resources may also be utilized to offer compute services for time latency sensitive enterprise/user applications. Adversaries may attempt to target victims by creating co-residency in cloud or MEC resources for bridging network, or lateral movements by using software and configuration vulnerabilities. These are sometimes referred to as colocation attacks.

Labelling:

* Sub-technique(s): N/A
* Applicable Tactics: resource-development

Metadata:

* Architecture Segment: OA&M, MEC
* Platforms: 5G Network
* Permissions required: None
* Data Sources:
* Theoretical/Observed: Theoretical

Procedure Examples:

|  |  |
| --- | --- |
| **Name** | **Description** |
| Locate cloud resources of target | [2] is a university research showing how an attacker can locate an entity’s systems in the cloud and work to instantiate profiling and other malicious hosts on the same physical platform. |
|  |  |

Mitigations

|  |  |
| --- | --- |
| **ID** | **Use** |
| M1030 | Network isolation. Deployment architecture should consider physical and virtual isolation from other tenants |
| M1041 | Any traffic going from a security zone to another security zone must be protected with encryption. Key based user and resource authentication and authorization |
| FGM5504 | Cloud compute, cloud storage and any serverless activity should be isolated from other tenants |
| FGM5505 | Hardware mediated execution environment |

Pre-Conditions

|  |  |
| --- | --- |
| **Name** | **Description** |
|  |  |

Critical Assets

|  |  |
| --- | --- |
| **Name** | **Description** |

Detection

|  |  |
| --- | --- |
| **ID** | **Detects** |
|  |  |
|  |  |

Post-Conditions

|  |  |
| --- | --- |
| **Name** | **Description** |
|  |  |
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